
CYBER BUSINESS PARTNER
Renforcer l’impact de la Cyber 

pour mieux protéger l’entreprise

Programme d’apprentissages croisés 
pour RSSI et autres acteurs de la 

cybersécurité et de la gestion des 
risques IT.



La Cybersécurité :
Un enjeu stratégique pour 
l'entreprise moderne

La cybersécurité est aujourd'hui d’une
importance capitale pour les entreprises de
toutes tailles.

Avec l'évolution rapide des menaces sophistiquées, la
multiplication des cyberattaques, et l'augmentation de la
pression réglementaire, il devient essentiel de protéger les
actifs numériques de l'entreprise.

Le contexte actuel, marqué par le déploiement du télétravail et
les avancées technologiques telles que le cloud, l'intelligence
artificielle, et l’IoT (Internet des Objets), accroît la complexité
de la gestion de la sécurité.

La cybersécurité ne se limite plus à des solutions techniques,
elle nécessite une approche collaborative globale impliquant
tous les métiers de l'entreprise, ainsi que ses partenaires.

Dans ce cadre, le leadership des managers de la
cybersécurité est crucial pour coordonner les efforts,
influencer les décideurs, et promouvoir une culture de la
sécurité au sein des organisations.



L’efficacité d’une stratégie de 
cybersécurité repose sur des 
soft skills solides

Les objectifs du programme.

Bien que les compétences techniques soient essentielles, elles ne suffisent pas à garantir
l'efficacité d'une stratégie de sécurité.

C'est pourquoi notre programme est conçu pour développer des compétences clés qui
permettent aux professionnels de la cybersécurité de naviguer aisément dans des
environnements complexes, de prendre des décisions éclairées et de communiquer avec
impact.

En renforçant ces soft skills, nous transformons les acteurs de la cybersécurité en
véritables Cyber Business Partners, dont les organisations ont indéniablement besoin.



Pour atteindre nos objectifs pédagogiques, nous nous appuyons 
sur trois axes principaux.

Un apprentissage et un accompagnement sur le long terme  pour permettre aux stagiaires 
d’ancrer les nouvelles compétences, de les assimiler et de les appliquer efficacement. Ils 
bénéficient de l'accompagnement de notre facilitatrice en intelligence collective tout au long 
du parcours.

Une alternance de journées de formation et de séances de codéveloppement 
professionnel  en sous-groupes permettant le partage d'expériences et la co-construction 
de solutions adaptées aux défis de la cybersécurité.

Des opportunités de networking pour créer des occasions uniques de bâtir un réseau 
solide avec ses pairs, favorisant des échanges enrichissants et un soutien mutuel qui 
perdure au-delà de la formation.

Une pédagogie innovante



Élaboré par des RSSI expérimentés et notre experte en
pédagogie et en intelligence collective, notre programme
aborde les enjeux essentiels auxquels sont confrontés les
acteurs de la cybersécurité.

✓ Apprendre à mieux se connaître grâce au DISC, en comprenant ses préférences
comportementales et celles des autres pour renforcer ses interactions
professionnelles.

✓ Maîtriser ses priorités et gérer son stress avec des stratégies éprouvées pour
maintenir un équilibre personnel et professionnel face à la pression.

✓ Développer une communication impactante pour influencer les décideurs et motiver
les équipes.

✓ Négocier des accords gagnant-gagnant et trouver des solutions qui profitent à toutes
les parties prenantes.

✓ Élaborer une stratégie d'influence pour faire de la cybersécurité une priorité.

✓ Gérer le facteur humain en temps de crise pour orchestrer efficacement ses équipes
et parties prenantes.

Un parcours conçu par et pour 
les acteurs de la cybersécurité



Des experts pluridisciplinaires au service de l’excellence.

Les RSSI expérimentés encadrant ce programme sont dotés d'une vaste expérience acquise 
dans des secteurs publics et dans des secteurs d'activité professionnels variés, incluant des 
organisations de toutes tailles. Leur expertise permet d'adapter la formation aux besoins 
spécifiques de chaque contexte, qu'il s'agisse de grandes entreprises ou de plus petites 
structures.

Notre facilitatrice et nos intervenants pluridisciplinaires, bénéficient d’une expérience issue 
du monde professionnel ou militaire. Leur expertise et leur savoir-faire garantissent  une 
formation pertinente, articulée autour de pratiques éprouvées et de cas concrets.

Nos stagiaires, grâce à leurs expériences variées, constituent eux-mêmes un vivier de 
savoirs, nourrissant les échanges et offrant à chacun l’opportunité d’apprendre des autres.

Des experts issus du monde 
professionnel et militaire pour 
animer le parcours



Qui sommes-nous ?

Hélène ALBERTINI
Animatrice du parcours

Facilitatrice en intelligence collective
CEO de Fort Intérieur

Hamid SAIDI
RSSI

(Engie GEMS, BNP 
Paribas, Carrefour)

Philippe STEUER
Directeur adjoint et 

RSSI du Campus Cyber 
Nouvelle aquitaine

Sébastien 
GUERAISCHE-

NOYAU
Mieux se connaitre 

avec le DISC
Manager IT expérimenté, 

certifié DISC et doté d’une 
expertise en coaching et en 

formation

Guillaume de SAINT 
LOUVENT

Communication orale
Expert en communication 

et management, 
enseignant la prise de 

parole à Excelia Business 
School

Gilles JURINE
Gestion du Stress

Facteur humain dans la 
gestion de crise

Ancien pilote de chasse, 
instructeur, psychologue 

du travail, expert en 
management et gestion de 

crises

Florian RONDE
Négociation et stratégie 

d’influence
Expert en négociation et 
intelligence économique, 
CEO de SharpingMinds et 
membre de The Trusted

Agency

Les concepteurs et animateurs du parcours

Nos intervenants



19/03 Mieux se connaitre avec le DISC

02/04 Gestion des priorités et du stress

Kick-off

18/3

19/05 Codéveloppement professionnel

20/05 Communication orale

17/06 Stratégie d’influence

10/09 Négociation Gagnant/ Gagnant

04/11 Gestion de crise

Clôture

12/12

03/06 Codéveloppement professionnel

04/07 Codéveloppement professionnel

01/10 Codéveloppement professionnel

Calendrier prévisionnel 2025



Le parcours Cyber 
Business Partner se 
déroule principalement 
à Paris, facilitant l'accès 
et offrant un cadre 
propice aux échanges.



Objectif :
Développer des compétences clés
permettant aux professionnels de la
cybersécurité de naviguer aisément dans
des environnements complexes, de
prendre des décisions éclairées et de
communiquer avec impact.

Participants :
14 RSSI ou acteurs de la 
cybersécurité

Organisation :
Programme d'une durée de 10 mois,
alternant des sessions de formation et de
co-développement, proposées en journée
ou demi-journée, avec un intervalle de
plusieurs semaines entre chaque séance
pour un total de 12 sessions (60h)

Animatrice:
Hélène ALBERTINI, spécialisée dans
l'accompagnement des personnes et des
équipes pour améliorer leurs
performances individuelles et collectives.

Formateurs :
Conférenciers, experts reconnus et
expérimentés, issus du secteur privé ou
militaire

Programme d’apprentissages croisés pour RSSI et autres 
acteurs de la cybersécurité et de la gestion des risques IT.

CYBER BUSINESS 
PARTNER

Tarif :
6.900 € HT (+ TVA 20%)
Convention de formation

Pédagogie :
Ce programme repose sur une approche
active et collaborative, favorisant
l’apprentissage par l’expérience et le
partage entre pairs. Alternant entre des
sessions théoriques et des séances de
co-développement, elle permet aux
participants d’ancrer les compétences
acquises dans des situations réelles et
d’apprendre des expériences des autres. Lieux :

Le parcours Cyber Business 
Partner se déroule principalement 
à Paris, facilitant l'accès et offrant 
un cadre propice aux échanges.

Contacts :
contact@hasarisk.fr
Hamid SAIDI : 06.82.88.00.38
Hélène ALBERTINI : 06.11.60.28.23

Recrutement de la nouvelle 
promotion 2025

Date limite des dépôts de dossiers : 
31/01/2025

Conseil et formation 
Gestion des risques IT et Cyber
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